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4 AC1200 WIRELESS
GIGABIT ROUTER

GAMING &
4K STREAMING

@ Gigabit Speed

Gigabit (1000Mbps) wired speed & AC 1200Mbps
combined wireless speed for gaming or streaming

@ Great Coverage

Beamforming & 2 high powered antennas work
together to cover small-to-large homes

6 Small Footprint

Upright design helps minimize valuable shelf or

CMODEL NO MLWFI-AC1200) desk real estate

Connect all of your devices:
AC Wireless Firewall & AES
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. Copyright Statement

Copyright Statement

© 2017 Mediabridge Products, LLC. All rights reserved.

Medialink is a registered trademark legally held by Mediabridge Products, LLC. Other
brand and product names mentioned herein are trademarks or registered trademarks of
their respective holders. Copyright of the whole product as integration, including its
accessories and software, belongs to Mediabridge Products, LLC. No part of this
publication can be reproduced, transmitted, transcribed, stored in a retrieval system, or
translated into any language in any form or by any means without the prior written

permission of Mediabridge Products, LLC.

Disclaimer

Pictures, images and product specifications herein are for references only. To improve
internal design, operational function, and/or reliability, Medialink reserves the right to make
changes to the products without obligation to notify any person or organization of such
revisions or changes. Medialink does not assume any liability that may occur due to the
use or application of the product described herein. Every effort has been made in the
preparation of this document to ensure accuracy of the contents, but all statements,
information and recommendations in this document do not constitute the warranty of any

kind, express or implied.

Shortcut of Common Functions

How to access the Internet quickly using the Router?

How to change your WiFi name and password?

How to change your router settings login password?

How to extend your existing router’s wireless range?

How to limit Internet speed for certain devices in your network?

How to prevent unknown devices from connecting to your network?
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Get to Know Your Router

1) Get to Know Your Router

Before you connect to your Router, take a moment to become familiar with the package
contents, product label, and the front and back panels. Pay particular attention to the
LEDs on the front panel.

This section contains the following:

< Package Contents
< LED Indicators

<~ Buttons & Interfaces
<~ Product Label

1) Package Gontents

» Medialink Wireless AC1200 Gigabit Router * 1

» Power Adapter * 1

» Stand * 1

» Ethernet Cable * 1

» Quick Installation Guide * 1

* If any item is missing or damaged, please keep the original packaging and contact the vendor for
replacement.

2) LED Indicators

103
£
&l
5]
el
Q
)
)
5
é




Get to Know Your Router

LED indicator description is shown as below after the device is powered on.

Solid The power is ON.
sys &t N | .
Blinking The system is working fine.
Solid The LAN port is well-connected.
Llﬁré—_l‘ll%/ﬁ_/.“' Blinking Data is being transmitted via the LAN port.
Off No connection is detected on the LAN port.
Solid The Internet port is well-connected.
Internett.(y Blinking Data is being transmitted via the Internet port.
Off No Ethernet cable is detected.
Solid 2.4GHz WiFi is enabled.
2.4GHZ?§C: Blinking The Router is sending or receiving 2.4GHz WiFi data.
Off 2.4GHz WiFi is disabled.
Solid 5GHz WiFi is enabled.
5GHz‘:§ Blinking The Router is sending or receiving 5GHz WiFi data.
Off 5GHz WiFi is disabled.
Solid WPS is enabled.
wps&'\ Blinking The Router is performing WPS negotiation to a client device.
Off WPS is disabled.
Solid A USB storage drive is connected and ready.
UsB*< Blinking Data is being transmitted.

Off No USB device is detected, or USB device is ejected safely.
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3) Buttons & Interfaces

Power DC-IN WPS WiFi Reset Internet

This interface is used to connect to the included power adapter of the router for

Power DC-IN
power supply.
Press and hold it for a second and then release it to enable the WPS feature; please
WPS enable the wireless device’s WPS feature to establish WPS connection within 2
minutes.
WiFi Press and quickly release to enable/disable WiFi.

Use the end of a paper clip or a similar object to press and hold this button for
Reset about 8 seconds until all the LEDs light up once and then release it to restore
factory settings.

Internet This port is used to connect to the Internet via an Ethernet cable.
1/2/3/4 These ports are used to connect to network devices, such as computers etc.

USB 2.0 This interface can be used to connect a USB storage drive.
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4) Product Label

*This label can be found on the rear panel of the Router.

1. Default Access: http://medialinksettings.com

Type medialinksettings.com in the address bar of a web browser and press enter to login
to the Router’s Quick Setup Wizard or User Interface. (The Quick Setup Wizard is only
accessible the first time you login, or restore the router to factory default.)

The default login IP address is 192.168.8.1. You can also type 192.168.8.1 in the
address bar of a web browser to login to the router's Quick Setup Wizard or User
Interface.

2. WiFi Network Name (SSID) / WiFi Password: The default 2.4GHz/5GHz wireless
network name (WiFi Name) and the WiFi password (security key) are preset with a unique
WiFi Name that combines “Medialink” with the last 6 digits of the router’s MAC address (ie:
Medialink_A1B2C3) and a randomly generated unique WiFi password for your protection.

3. Pin No.: The required number when you establish a WPS connection.




Specify Advanced Settings

by |

This Chapter will instruct you to position, connect, and configure your router.

Il) Specify Your Internet Settings

This section contains the following:
< Prepare Your Router

< Position Your Router

<~ Connect Your Router

< Access to the Router

1) Prepare Your Router
Mount the stand on the router.

< Quick Setu
< Join Your WiFi

O ° o P ik
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For best wireless signal, orient the two antennas as shown in the figure below:
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2) Position Your Router

The router lets you access the Internet anywhere within the operating range of your
wireless network. However, the operating range of your wireless connection can vary
significantly depending on the physical placement of your Router.

Please note the following:

» Place it in a centralized area which your laptops, smart phones and other devices

usually surround, and preferably within line of sight to your wireless devices.

» Put it on an elevated spot such as a high shelf, keeping the number of walls and ceilings

to a minimum between the Router and other clients such as computers and smart phones.

» Keep it away from electrical devices that are potential sources of interference, such as

ceiling fans, home security systems or microwaves.

» Keep it away from any large metal surfaces, such as a solid metal door or aluminum
studs.

» Keep it away from other materials such as glass, insulated walls, fish tanks, mirrors,

brick, and concrete that may also affect your wireless signal.
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Away From

3 Connect Your Router

Connect your Router to the Internet

Select type 1 if a modem is required for your Internet access, and select type 2 if you
access the Internet without a modem.

Type 1: Telephone Line/Fiber Optics/Cable Access
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© Connect the cable (not included) from the Internet side to your modem.
@ Connect the modem to the Internet port of the Router using an Ethernet cable.
© Power on the modem.

9 Power on the Router.

Type 2: Ethernet Cable Access

© Insert the Ethernet cable from the Internet side into the Internet port of the Router.

9 Power on the Router.
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Connect a computer to the Router

Select wired or wireless connection as you like to connect your computer to the Router.

Wired Connection

Connect an Ethernet cable (included) to the Ethernet port of your computer, and insert the
other end of the Ethernet cable into 1/2/3/4 port of the Router.

Wireless Connection

Procedure: On your computer with wireless adapter or other wireless devices, find and
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select the Router’s WiFi name, enter the wireless password, and then join.

- Tips

1. If you don’t know how to join your WiFi, please refer to 6 Join Your WiFi.
2. If either WiFi (SSID) or WiFi password is changed, devices are required to reconnect
with WiFi manually once again.

3. The devices can only access the Internet after you finish Internet configuration.

4 Access to the Router

Launch a web browser on your connected computer, type http://medialinksettings.com

or 192.168.8.1 in the address bar, and tap Enter on the keyboard.

Medialink WiFi x QY - o IEN

C  ® 192.1688.1/indexhim

ME=EDIALINKD

Medialink Router

Quick Setup Wizard
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- Tips
If the Router’s Quick Setup Wizard page doesn’t appear after the operation above when

you access the Router at the first time, please refer to the solutions in FAQ > Q2.

5 Quick Setup

1. After the steps above, you will log in to the Router’s Quick Setup Wizard if you are
accessing the Router for the first time or restored your Router to factory default. Click

Start to continue.

Medialink WiFi x %Y - o EdE

C  ® 192.168.8.1/index.htm!

MEDIALINIKD

Medialink Router
Quick Setup Wizard

Complete the Internet Settings

2. The router supports three connection types, DHCP, Static IP, and PPPoE. You can
select your type according to the Internet parameters your Internet Service Provider

provides, complete the related configuration, and then click “Next” to continue.




= Specify Advanced Settings

DHCP

This is the most common. Click “Next” to continue.

MZEDIALINIK

Please select your connection type
As detected, your connection type may be: DHCP

Select a connection type: | DHCP Y

Static IP

NMIZEDIALINK

Please select your connection type

As detected, your connection type may be: DHCP

Select a connection type: | Static IP v

IP Address:

Subnet Mask:

Default Gateway:
Preferred DNS Server:

Alternate DNS Server:

® |IP address: Enter the IP address provided by your Internet Service Provider (ISP) into

this field.
® Subnet Mask: Enter the subnet mask of the IP address, such as 255.255.255.0
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® Default Gateway: Enter the default gateway provided by your ISP into this field.

® Preferred DNS Server: Enter the preferred DNS server provided by your ISP into this
field.

® Alternate DNS Server: If your ISP provides another DNS server IP address, enter it

into this field. If not, leave this field blank.

PPPoE

Type the user name and password your Internet Service Provider provided and then click

“Next” to continue.

M=EDIALINIKD

Please select your connection type

As detected, your connection type may be: DHCP

Select a connection type: | PPPoE v

User name:

Password:

® Server IP/Domain Name: Enter the server IP or domain name provided by your ISP
into this field.
® User name: Enter the user name provided by your ISP into this field.

® Password: Enter the password provided by your ISP into this field.

Complete the Wireless Settings

3. Select the transmit power of router, and customize your WiFi name, WiFi password and

login password.
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MI=ZDIALINIKK

Wireless Settings
Transmit Power: High v
Medialink_3051E0
........... No Password

Set up the login password to the same as the WiFi password

No Password

Transmit Power: Here you can select the transmit power of router.

WiFi name: Customize a WiFi name (1~29 characters are allowed).

WiFi password: Customize a WiFi password (8~32 characters are allowed).
Login password: Customize a login password (5~32 characters are allowed).

Then click “Next” to continue.

- Tips
(D Note that the WiFi password is used to connect to your wireless network (WiFi) while
the login password is for logging in to the Router’s User Interface. You can check the
option in front of Set up the login password to the same as the WiFi password to set
them to the same. Or uncheck it to set them to different ones respectively.
@ The Router provides two types of frequency bands: 2.4GHz and 5GHz. 5GHz WiFi
name can only be searched by 5GHz available wireless devices.
When you click the Next button in the page below, the 5GHz WiFi name will be changed
into the same one as that of 2.4GHz WiFi name except the suffix “_5G”, for example, the
2.4GHz WiFi name is Medialink_000118, the 5GHz WiFi name will be
Medialink_000118_5G.
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4. When the following page appears, it indicates that you have completed the Internet

settings.

o

You're all set! You can now connect to

Medialink_176AEQD
or Medialink_176AEQ0 5G
Once you are connected, you can browse the
infernet or go to medialinksettings.com to see or

make changes to your router’s settings.

Wired Connection

If you connect your computer to the router via an Ethernet cable, you can surf the Internet
now. Or you can also click “Advanced”, and then type the login password you configured
in Wireless Settings part to set up more settings.

MZ=ZDIALINIKL

lLogin password

Forgot password? »
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Wireless Connection

If you connect your computer or other smart devices to the router wirelessly, the new WiFi
name and password have taken effect. You need to connect to the new WiFi name for

Internet access.

6 Join Your WiFi

This part instructs you how to connect to your wireless network via your notebook or

other wireless devices. Windows 8, Windows 7 and iPad/iPhone are shown as examples

here. Choose the corresponding configuration steps according to your needs.

Windows 8

O Click the icon Ellon the bottom right corner of your desktop.

322 PM
ENG  1/4/2016

Links « [m= *i ¢y

- Tips
1. If you cannot find the iconill please move your cursor to the top right corner of your

desktop, select Settings > Control Panel > Network and Internet > Network and
Sharing Center > Change adapter settings, right click Wi-Fi and select
Connect/Disconnect.

2. If you cannot find your WiFi from the list, ensure the Airplane Mode is not enabled on

your computer.

® Select your WiFi name from the list, click Connect and then follow onscreen

instructions.

© connected successfully.
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Networks

View Connection Settings

Wi-Fi

.|I|| M,?él‘élfnkfgosmo

“ Medialink_176AEQ
ol

.I“I Medialink300N

Windows 7

© Click the iconEMon the bottom right corner of your desktop. Select your WiFi name

from the list, click Connect and then follow onscreen instructions.

- Tips
If you cannot find the icon¥, please move your mouse to the bottom left corner of your
desktop, select Start > Control Panel > Network and Internet > Network and Sharing
Center > Change adapter settings, right click Wireless Network Connection and

select Connect/Disconnect.

@ cConnected successfully.
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iPad/iPhone

O click on Settings.

T-Mobile Wi-Fi & 10:43 AM

®@ @

App Store Chrome Podcasts YouTube

B ©

Camera Waze Settings Spotify

3

S=m 06 38
u 2@ 4 5a +|
&) = o e -

Education Lifestyle Productivity

o0 000

Ceo = m

Phone Messages Mail FaceTime

@ cClick Wi-Fi, choose your SSID, enter the Wireless password, and click “Join”.

*0000 T-Mobile LTE 10:45 AM o % 61% M #0000 T-Mobile = 10:46 AM O % 61% M
Enter the password for “Medialink_ 176 AEQ" < Settings Wi-Fi
Cancel Enter Password
Wi-Fi [ @)
v Medialink 176AEQ as (M
Password
CHOOSE A NETWORK...
MBADMIN a=s (M
Medialink_176AE0_5G a7 ()
Medialink_3051E0Q a7 @
l Medialink_3051E0_5G a= ()
Medialink_Guest = (1
Medialink_Guest_5G = (i)
g wer r tyuiop Medialink300N a = (i)
rrrrerees Medialink300NE am (D
a s d f g h j k |
. ——— = OHH a= ()
£LH Z X ¢ v bnm &
B — VolIP_Guest a= (M
2123 space Join
VolPBYOD a=s ()
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lll Specify Advanced Settings

This Chapter describes the advanced features of your Router, such as Guest Network and
VPN Settings.

Click the following icons (shortcut) to go to the corresponding features.

@ Internet Settings

Internet Status Internet Settings Wireless Settings

o= Internet Status 7 Wireless Settings

@ Guest Network B USB Application

Guest Network USB Application

4, Advanced Settings {53 System Settings

PN Advanced Settings System Settings

1 Internet Status

In Internet Status page, you can check the Internet connection status, WiFi Info, and the
connected devices’ info. This section also offers three shortcuts for you to change the

Internet type, wireless settings, and allows you to manage the connected devices.

MEDIALINIC 2 Internet Status

D
== Internet Status Wireless Settings

@ Internet Settings [ 4 1 Attached Devices | Blacklist 0

2.4GHz: Medialink_3051E0

Wireless Settings Internet 5GHz: Medialink_3051E0_5G
= Wireless Sellings

@ Guest Network
B USB Application
& VPN

%, Advanced Settings

Internet Settings o
USB Application

{3 System Settings

No USB drive

What’s more, if you insert a USB device into the USB port of the router, this section also
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provides a shortcut for you to configure the File Share settings.
2 Internet Status

Wireless Settings

[ 5 1 Attached Devices | Blacklist 0

2 4GHz: Medialink_3051E0

Internet 5GHz: Medialink_3051E0_5G

Internet Settings o
USB Application

No USB drive

Change the Internet Type

If you don’t set up your Internet connection by following Quick Setup Wizard, or want to
change your Internet settings, you can refer to the following instructions.
Click the Internet Settings circle, and then the Internet Settings page will pop up. If you

don’t know how to set up, please refer to Complete the Internet Settings for details.




2 Internet Status

Wireless Settings

[ % 1 Attached Devices | Blacklist 0

Internet

Specify Advanced Settings
g pecity g

Exit

2.4GHz: Medialink_3051E0
5GHz: Medialink_3051E0_5G

T~

A\
)

Internet Settings

USB Application

isconneted. Please contact
your ISP!

Internet Settings

Select a connection type: | DHCP

DNS Settings: | Get Automatically

Change the Wireless Settings

=

No USB drive

Click the Wireless Settings’ circle on the upper right, and then the Wireless Settings page

will pop up.
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- pecity g

2 Internet Status o

Wireless Settings

[ Th 1 Attached Devices | Blacklist 0
AGHz: Medialink_3051E0

Internet Hz: Medialink_3051E0_5G

Internet Settings -’
USB Application

— 8

Connected! You can surf the Ne USB drive
Internet

Wireless Settings

2.4GHz [ |

WIiFi Name: Medialink_3051E0
Security Mode: WPAMWPA2-PSK

Password:

5GHz

WiFi Name: Medialink_3051E0_5G

Security Mode: WPA/WPA2-PSK

Password:
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N WiFi Name & Password
The Router provides two types of frequency bands: 2.4GHz and 5GHz. You can assign a
unique name containing up to 32 characters for WiFi name, and customize a password
containing up to 63 characters for WiFi password. If you change the password, we
recommend that you write it down and keep them near the router for future reference.
A Hide
If the Hide option is checked, the wireless clients cannot see the WiFi name of the Router.
You will then need to know the WiFi name in advance and enter the WiFi name on each
wireless client manually.
N Security Mode
The router offers three security modes: WPA-PSK, WPA2-PSK, and WPA/WPA2-PSK. You
can select one according to your needs. Or you can select None to share your WiFi with

others without requiring a password.

Manage the Attached Device

Click Attached Devices, the attached devices’ info will pop up.

2 Internet Status

Wireless Settings

[ [h 1 Attached Devices | Rlacklist 0

2.4GHz: Medialink_3051E0

Internet GHz: Medialink_3051E0_5G

Internet Settings

USB Application

Ne USB drive
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Attached Devices (1)

Device Name

iPhone &

IP Address

192.168.8.112

MAC Address

70:18:8B:2E:D2:85

Access Type

2.4G

Add to the blacklist

Add

In this page, you can see the connected devices’ name, IP address, MAC address, and

access type. It allows you to edit the devices’ name, and add the unknown devices to the

black list.

Edit the Devices’ Names

Click the icon G , input your custom name in the box, and click Save.

Attached Devices (1) X
Device Name IP Address MAC Address Access Type Add to the blacklist
iPhone (4  192.168.8.112 70:18:8B:2E:D2:85 2.4G Add
Attached Devices (1) X

Device Name

I—]

IP Address

192.168.8.112

MAC Address

70:18:8B:2E:D2:85

Access Type

2.4G

Add to the blacklist

Add

Add to the Blacklist

If you find unknown devices in your network from the Attached Devices list, you can add

them to the black list. Click the corresponding Add button on the right, and it will be

moved to the black list.
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Attached Devices (1) X

Device Name IP Address MAC Address Access Type

5

iPhone ] 192.168.8.112 70:18:8B:2E:D2:85 2.4G

Blacklist

The devices in blacklist cannot access the Internet via the router.

2 Internet Status e

Wireless Settings

2.4GHz: Medialink_3051E0
5GHz: Medialink_3051E0_5G

Internet

s
i

Internet Settings

-0

Connected! Y

USB Application

B

an surf the No USB drive

4

Blacklist(1) X

Remove from the
blacklist

unknown device D4:F4:6F:C4:78:53

Device Name MAC Address

Click Remove button to remove the corresponding device from the Blacklist.

"B
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If you insert a USB device into the router’'s USB port, the USB Application circle will turn

green. Click the green circle on the right corner, and the

For the detailed configuration, please refer to File Share.

2 Internet Status

File Share page will pop up.

Wireless Settings

1 1 Attached Devices | Blacklist 0

Internet

Internet Settings

File Share

sda1:

FTP Server: fip://192.168.8.1:21

Samba Server for Windows: 11192.168.8.1

Samba Server for MAC: smb://192.168.8.1

Allow Outside Network Access

Role User name Password

Administrator admin

-----

Permission

Read/Write

2 4GHz: Medialink_3051E0
5GHz: Medialink_3051E0_5G

USB Application

Ne USB drive

Safely Eject

Action

Add
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2 Internet Settings

If you don’t set up your Internet connection by following Quick Setup Wizard, or want to

change your Internet settings, you can refer to this page. Please refer to Complete the

Internet Settings for details.

MEDIALINIC @ Internet Settings

« Internet Staius

Select a connection type DHCP v
@ Internet Settings

DNS Settings: | Get Automatically v
ess Settings )

Connection Status

@ Guest Network

Connected Time: 19min 13s

B USB Application

2 VPN

A Advanced Setftings “

3 System Settings
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This section offers features such as: WiFi Schedule, Wireless Repeating, and Transmit

Power.

Click the following icons (shortcut) to go to the corresponding features.

WiFi Name & Password

WiFi Name& Password

Channel & Bandwidth

Channel & Bandwidth

WiFi Name & Password

WiFi Schedule

WIiFi Schedule

:}‘1‘(

Transmit Power

Transmit Power

Beamforming

Beamforming

Wireless Repeating

Wireless Repeating

If you don’t customize your WiFi name and password in Internet Status page, you can

set it up in this section.

Click Wireless Settings > WiFi Name & Password.
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Wireless Settings

2.4GHz [

WIiFi Name: Medialink_3051E0

Security Mode: WPA/WPA2-PSK

Password:

5GHz

WiFi Name Medialink_3051E0_5G

Security Mode: WPA/WPA2-PSK

Password:

A WiFi Name & WiFi Password
The Router provides two types of frequency bands: 2.4GHz and 5GHz. You can assign a

unique name containing up to 32 characters for WiFi name, and customize a password
containing up to 63 characters for WiFi password. If you change the password, we
recommend that you write it down and keep it near the router for future reference.

A Hide

If the Hide option is checked, the wireless clients cannot see the WiFi name of the Router.
You will then need to know the WiFi name in advance and enter the WiFi name on each
wireless client manually.

N Security Mode

The router offers three security modes: WPA-PSK, WPA2-PSK, and WPA/WPA2-PSK. You
can select one according to your needs. Or you can select None to share your WiFi with

others without requiring a password.



WiFi Schedule
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This feature allows you to specify when the WiFi is ON or OFF. For example, assume that

you want to turn off your WiFi during 23:00~06:00 (11:00pm ~ 6:00am), from Monday to

Friday, you can configure it as follows:

WiFi Schedule

WiFi Schedule: .

Turn off WiFiduring: | 23 v 00 v ~: 00 v

Repeat: Every Day ® Specified Days

@ Fri. ] Sat. [CJ Sun.

< Mon. [« Tue. < Wed. «| Thur.

© Click WiFi Schedule toggle switch to enable the feature.

® Select 23:00 and 06:00 in the “Turn off WiFi During” field.

© Select Specified Days, and check the options of the corresponding days, Mon. to Fri.

O Click Save.
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Wireless Repeating (Universal Repeater is most commonly used. See pg 36.)

The Router can act as a wireless repeater to extend wireless signal. The wireless
repeater can have wired and wireless clients, and access the Internet when it connects to
the primary wireless router. There are two types of Wireless Repeating: WISP and
Universal Repeater.

When the Router works under WISP mode, it creates a new network and assigns IP
addresses to its clients by itself. Universal Repeater mode continues your existing
network and lets the primary router assign IP addresses to all clients. You can select
WISP OR Universal Repeater to extend your wireless network.

You will need two routers: one set up as a router which acts as a base station (primary

router), and the other set up as a bridge.

Internet

Modem

Example

You can install the first Router (Router A) in a room that located on the first floor which has
your Internet connection, then set up the second Router (Router B) in bridge mode. And
place the Router B in a different room that has your home entertainment center which is
located on the second floor. You can then connect the second Router (Router B) to your

computer, game console etc.




How To Set Up a WISP Bridge

Router A
Internet
S
5
1
W WAN [ LAN IP: 192.168.8.1

Router B

T LANIP:192.168.9.1

Configure Router B:

= Specify Advanced Settings

PC1
LAN IP: 192.168.8.101

PC2
LAN IP: 192.168.8.100

PC3

- LAN IP: 192.168.9.102

PC4
LAN IP: 192.168.9.103

© Make a note of the WiFi name and password of the Router A to which this Router

(Router B) will be connected.

WiFi Name (SSID)
WiFi Password

@ Log in to the Router’'s User Interface, and click Wireless Settings > Wireless

Repeating. Click the Wireless Repeating button to enable the feature.
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Wireless Repeating

Wireless Repeating: e

© Click --Please select--.
® Find and click the WiFi name (wireless network name) of the base station (Router A).

Wireless Repeating X

wireless Repeating: [

Mode: @ WISP O Universal Repeater
Base Station WiFi Name: | _Please select-- e - Scan again
--Please select-- =

--Enter the WiFi name manuall...

e Medialink_176AEQ

Medialink_Guest [ Medialink_176AED |

© Type the security key (WiFi password) of the base station (Router A).

® Click Save.



= Specify Advanced Settings

Wireless Repeating X

wireless Repeating: [JJjj

Mode: ® WISP Universal Repeater

Base Station WiFi Name: = Medialink_176AEQ Scan again

Base Station WiFi Password: | eseee sesses e

@ Click OK on the prompt windows.

WPS feature will be disabled if the Wireless Repeating is enabled. Are you

sure to save it?
0 OK Cancel

Check whether the bridge is successful
After this Router (Router B) auto-reboots, log in to this Router’s (Router B’s) User Interface,
and click Internet Status. Check the connection status. If it displays Connected! You

can surf the Internet, then the bridge is successful.
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MEDIALINKKC 2 Internet Status

& Internet Status

@ Internet Settings [ % 1 Attached Devices | Blacklist 0
= Wireless Seftings Internet

@ Guest Network

B USB Application

& VPN

4, Advanced Settings
Intemnet Settings

{3 System Settings

If the bridge failed, try solving the problem as follows:

Wireless Settings

2.4GHz: Medialink_3051E0
5GHz: Medialink_3051E0_5G

USB Application

Ne USB drive

Verify that the Router A’s DHCP server is enabled. If not,

* Enable the Router A’s DHCP sever.

* Log in to Router B’s User Interface, click Internet Settings, select Static IP, type the

required info in the corresponding field, and click OK.

A Note

1. The WiFi Schedule, WPS and Guest Network feature are not available when the Router

B is in WISP mode.

2. The configuration of the Router B’s wireless channel won’t take effect after bridge.

3. If Router B’s LAN IP address is the same as that of Router A, it will be changed into

another one automatically which is not in the same network segment as that of Router A

after bridge. For example, if the Router A and Router B’s LAN IP address are all

192.168.8.1, the Router B’s LAN IP address will be changed into 192.168.9.1 after bridge.

You can use 192.168.9.1 or the domain name Medialinksettings.com to log in to the

Router B’s User Interface.
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How To Set Up a Universal Repeater Bridge

Youl[lll}] See our easy setup video How to Install a Medialink MLWR-AC1200 as a Range Extender
Visit our YouTube channel: www.youtube.com/MediabridgeUSA

PC1
LAN IP: 192.168.8.101

I = PC2
—_

Router A
Internet
R
)
L —
W» WAN LAN IP: 192.168.8.1
. LANIP: 192.168.8.100

A — . LAN IP: 192.168.8.102

Router B

PC4
 LANIP:192.168.8.103

! medialinksettings.com

Configure Router B:

ANote

The DHCP of Router A MUST be enabled.

@ Make a note of the WiFi name and password of the Router A to which this Router

(Router B) will be connected.

WiFi Name (SSID)
WiFi Password

@ Connect Router B (the range extender) to a power outlet using the included power
cable. Log in to the Router’s User Interface by opening an internet browser and navigating
to medialinksettings.com in the address bar. Click Wireless Settings > Wireless

Repeating. Click the Wireless Repeating button to enable the feature.
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Wireless Repeating

Wireless Repeating e

© Select Universal Repeater.
O Click --Please select--.

© Find and click the WiFi name (wireless network name) of the base station (Router A).

Wireless Repeating X

wireless Repeating: [J|

Mode: O WISP ® Universal Repeatere

Base Station WiFi Name: | __Please select-- A 4 Scan again

-

--Please select--
--Enter the WiFi name manuall...

5  Medialink_176AE0

.)))

Medialink_Guest

.)))

Medialink_176AE0_5G

® Type the security key (WiFi password) of the base station.

@ Click Save.
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Wireless Repeating X

wireless Repeating: [JJf

Mode WISP ® Universal Repeater

Base Station WiFi Name: | Medialink_176AEQ Scan again

Base Station WiFi Password: [ < ioieiil e

©® Click OK on the prompt windows.

medialinksettings.com says:

WPS Feature will be disabled if the Wireless Repeating is enabled. Are you

e OK Cancel

sure to save it?

Check whether the bridge is successful

After this Router (Router B) auto-reboots, log in to this Router’s (Router B’s) User Interface
by going to medialinksettings.com, and click Internet Status. Check the connection
status. If it displays Bridged successfully in Universal Repeater mode, then the bridge

is successful.
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MEDIALINIC 4 Internet Status

D
== Internet Status Wireless Settings

Internet Settings
2.4GHz: Medialink_3051E0

- iali &
= Wireless Settings Intermet 5GHz: Medialink_3051E0_5G

@ Guest Network

B USB Application

& VPN

2, Advanced Settings
Internet Settings -
USB Application

{3y System Setfings

No USB drive

ANote

1. You can only use the Router B’s domain name Medialinksettings.com to log in to the
Router B’s User Interface after bridge. (Typing the IP address 192.168.8.1 will not get you
to the router.)

2. The Internet Setting, WiFi Schedule, WPS, Guest Network, Parental Control, Bandwidth
Control, DDNS, Virtual Server, DMZ, Remote Management, Security, UPnP, LAN IP
Settings, DHCP Reservation, and WAN Settings are not available when the Router B is in
Universal Repeater mode.

3. The configuration of Router B’s channel won’t take effect after bridge.

4. You also cannot manage the attached devices when the Router is in Universal Repeater

mode.
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Channel & Bandwidth

Channel & Bandwidth

2.4GHz

Network Mode: | 11b/g/n mixed

Channel: | Auto
Bandwidth: = 40

5GHz

Network Mode 11a/nfac mixed
Channel: | Auto

Bandwidth 20/40/80

In this section, you can change the basic settings of your wireless network. There are two

different frequency bands: 2.4GHz and 5GHz.

A Network Mode: This Router supports 3 network modes for 2.4GHz frequency band,
and 2 modes for 5GHz frequency band. To change the mode, select it from the

Network Mode list. The default one is optimum.

For 2.4GHz
11b/g/n mixed Allows 802.11b, 802.11g, and 802.11n devices to join the 300Mbps
network.
11b/g mixed Allows 802.11b and 802.11g devices to join the network. 54Mbps
11n only Allows 802.11n devices to join the network. 300Mbps
For 5GHz

11a/n/ac Allows 802.11a, 802.11n, and 802.11ac devices to join the 866.7Mbps
network.
mixed
11ac only Allows 802.11a and 802.11c¢ devices to join the network. 866.7Mbps
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A Channel: To change the wireless channel, select a number from the Channel list. Do
not change the channel unless you experience interference (shown by lost wireless
connection or slow data transfers). If this happens, experiment with different channels
to see which is best. The recommended channel spacing between adjacent access

points is four channels (for example, use channel 1 and 5, or 6 and 10).

N Bandwidth: Select any of these channel bandwidths to accommodate higher
transmission speeds:

> 40 (default): Select this bandwidth to maximize the wireless throughput. Keep the
default unless you encounter some issues with your wireless connection.

» 20: Select this bandwidth if you encounter some issues with your wireless connection.

When the 2.4GHz network mode is set to 11bg mixed, the 2.4GHz bandwidth can only be

20MHz.

> 20/40: Select this bandwidth to switch among 20MHz and 40MHz according to the

situation of the current wireless network.

Transmit Power
There are three levels of signal strength for 2.4GHz and 5GHz frequency bands: low,
medium, and high (default).

Transmit Power

2.4GHz WiFi Signal: | High

S5GHz WiFi Signal: | High

WPS

WPS (Wi-Fi Protected Setup) allows you to join the WiFi network without typing the WiFi
password. You can establish a WPS connection via WPS button, or PIN code.

To Establish a WPS Connection:

Log in to the Router’s User Interface, and click Wireless Settings > WPS to enable the

WPS feature.
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Use a WPS button

If your wireless client has a WPS push button, you can use it to connect to the Router.
@ Click the WPS button in the router settings page or press and hold the WPS button for

about a second on the Router and then release it.

WPS X

s Wl WPS Button

Method One:
Press the WPS button on the router, or misbuuon Within 3 seconds, press

the wireless client’s WPS button o r

Method Two:
Use the PIN code if your wireless client asks for that. PIN code 64091532

@ Within 2 minutes, enable WPS feature on your wireless clients.

Take SAMSUNG cell phones as an example:

Enter the Wireless setting page, and tap the icon =~ on the bottom left corner on the

cell phone. Then select WPS push button on the pop-up sub page. The cell phone’s WPS
feature is enabled.

Then the Router will negotiate with the cell phone, and establish WPS connection.

Use a PIN code

If your wireless client requires a PIN code, enter the PIN code found in the WPS settings
page (and printed on the label on the back of the router) into the required box.
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wes: [l

Method One:
Press the WPS button on the router, or thisbutton. Within 3 seconds, press
the wireless client's WPS button.

Method Two:
Use the PIN code if your wireless client asks for that. PIN code:64091532

- Tips
The WiFi password will be changed into a random password with 63 characters if you use

the PIN code to establish a WPS connection.

Beamforming

Enabling beamforming feature can make your WiFi signal be more stable and stronger. It

is enabled by default.

Beamforming

Explicit beamforming: [

When the feature is enabled, the WiFi signal will be more

stable and stronger.




~ Specify Advanced Settings

4 Guest Network

A guest network allows visitors at your home to use a separate WiFi Name and Password
without providing access to your private network. You can create a guest network for each

wireless network: 2.4GHz and 5GHz.

To Create a Guest Network:

Log in to the Router’s User Interface, and click Guest Network.
MEDIALINKC ® Guest Network

&a Internet Status

Guest Network
@ Internet Settings

2.4GHz WiFi Name: | Medialink_Guest
7= Wireless Setlings =

5GHz WiFi Name: | Medialink_Guest_5G

@ Guest Network

B USB Application Guest Network Password

8 VPN

4, Advanced Settings “

1. Click Guest Network button to enable the feature.

2. Customize a WiFi Name for 2.4GHz network and 5GHz network respectively and a
password for both of them.

3. Click Save.
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6 USB Application

File Share

The Router allows you to share files on a connected USB device from the local clients, or

devices from the Internet.

Internet

FTP Server:
ftp://LAN IP address:port number
Or ftp://Medialinksettings.com

e —

Samba Server:

Windows System: \\LAN [P address

: Or \\Medialinksettings.com

(1 MAC System: smb:// LAN IP address
Or smb:\\Medialinksettings.com

B

ftp://WAN IP address:port number

> To Connect a USB Drive

JEEEYY

4 USB 2.0

Power DC-IN WPS WiFi B Internet

Insert your USB storage drive into the USB 2.0 port on the back panel of the Router.

ANote

1. DO NOT remove the USB drive when it is working to avoid data loss or other damages.

2. DO NOT concurrently connect two or more external hard drives to the router’'s USB 2.0
port with the help of a USB hub to avoid possible damage to the router or the drives.

3. Do not charge your mobile phone via the router’s USB 2.0 port.

> To Access The USB Drive

Log in to the Router’s User Interface, and click USB Application > File Share.


file://tendawifi.com访问Samba
file://tendawifi.com访问Samba
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File Share X

sda1 Safely Eject

FTP Server: fip.//192 168 8.1:21
Samba Server for Windows: 11192.168.8.1
Samba Server for MAC: smb://192.168.8.1

Allow Outside Network Access

Role User name Password Permission Action

Administrator admin = eeses Read/Write Add

Page Info

sda1l: When a USB storage drive is attached, the Router will detect it automatically
and this place will display the free space of the drive. Click Safely Eject button on the
right if you want to remove the USB device.

FTP Server: The LAN users can access the FTP server using this address to access
the USB device.

Samba Server for Windows: The LAN computers (with Windows OS) can access the
Samba server using this address to access the USB device.

Samba Server for MAC: The LAN computers (with MAC OS) can access the Samba
server using this address to access the USB device.

Allow Outside Network Access: If you want to allow the devices from the Internet to
visit your USB storage drive, you need to enable this button.

WAN Devices Visit: The address displayed here will be changed with the WAN
address.

The WAN users can access the FTP server using this address to access the USB

device.
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Add a Guest Account

Guest account is for the other users (except your computer) to access the USB device.

You can only allow them to view the files in the USB device, but forbid them to edit, delete

or move the files.

1. Click Add button.

File Share X

sda1t Safely Eject

FTP Server: fip://192 168.8.1:21
Samba Server for Windows: 11192.168.8.1
Samba Server for MAC: smb://192.168.8.1

Allow Outside Network Access

Role User name Password Permission Action

Administrator admin = eeses Read/Write Add

2. Customize a user name and password for the guest users, and select the Permission.
Read: The guest users can only view the files in the USB device.

Read/Write: The guest users not only can view the files in the USB device, but also can

delete, move or edit them.

Role User name Password Permission Action

Administrator admin Read/Write

W e Read

L J
I

3. Click Save to activate your settings. e
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Role User name Password Permission Action

Administrator admin Read/\Write

cwst  [gwst | [ Read

Access the USB Storage Drive (FTP Server) from your LAN Computer:

1. Type the address ftp://XXX.XXX.XXX.XXx:XX (ftp://192.168.8.1:21 here) in the address bar

of a web browser. Tap Enter on the keyboard.

New Tab

C D fip://192.168.8.1:21

2. Type the User name and the Password to access the USB device and click Log In.
If you enter the user name and password of Administrator, you can view and edit the files
in the USB device. If you enter the user name and password of Guest, you will be limited

by the rules in Permissions.

Hialink WiFi x ¥ [ ftp//192.1688.1 x % Y

@® ftp://192.168.8.1

Authentication Required

ftp://192.168.8.1 requires a username and password.

Your connection to this site is not private.

User Name: “

Password:

Log In Cancel

Then you can share the files on the USB storage drive.
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Index of /

Name Size Date Modified
lul) sdal 12/31/69. 12:00:00 AM

To access the USB storage drive (FTP server) from WAN computer:

Configure your Router:

To allow the devices from the Internet to visit your USB storage drive, you need verify that
the Allow Outside Network Access button is enabled.

1. Log in to the Router’s User Interface, and click USB Application > File Share.

File Share X

sdat: Safely Eject

Allow Outside Network Access: [

WAN devices visit: ftp://14.153.2.14 | 21

Role User name Password Permission Action

Administrator admin = esees Read/Write Add

2. Click Allow Outside Network Access button.
3. Click Save.
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Visit the USB storage drive (FTP server) from the Internet:
1. Type the address ftp://XXX.XXX.XXX.XXX: XX (XXX.XXX.XXX.XxX MUST be public IP address,
such as ftp://14.153.2.14:21 here) in the address bar of a web browser on a computer

from the Internet. Tap Enter on the keyboard.

New Tab

C DO ftp://14.153.2.14:21

2. Type the default User name (Guest account) and the Password you just specified and

click Log In.

Then you can share the files on the USB storage drive.

& C 0O ftp://14.153.2.14:21

Index of /

Name Size Date Modified
Ll sdal/ 12/31/69. 12:00:00 AM
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To access the USB storage drive (Samba server) from your LAN

computer:

1. Open a folder, type \\xxx.xxx.xxx.xxx in the address bar (\\192.168.8.1 here), and click

i = This PC - oIEl
“ Computer View A 0
) = B = L‘. [ Uninstall or change a program
¥ (Mgt < e O
_off = J - {4 System properties
Properties Open Rename  Access Map network Add a network Open Control
mediav  drive~ location Panel i Manage
Location Network System
(‘E/' s i \.E \\192.168.8.1] v|=> Search This PC P
A
i Favorites 4 Folders (6)
B Desktop

23 Dropbox E

#& OneDrive

Desktop Documents Downloads Music Pictures
1% This PC
‘\j Network

f

Videos

4 Devices and drives (2)

. @

2. Type user name and the password to access the USB device and click OK.

sl
-
— -

If you enter the user name and password of Administrator, you can view and edit the files
in the USB device. If you enter the user name and password of Guest, you will be limited

by the rules in Permission.

= ~ E

Windows Security “

Enter network credentials
Enter your credentials to connect to: 192.168.8.1

“JSEf name l

H ‘ Password l

Domain: BPIO

[] Remember my credentials

& o0
'@' The user name or password is incorrect.

Us Il UVU RWLrve

Then you can view the files on the USB storage drive.



[2] Paste shortcut tor to~ -
Clipboard Organize
© v A M ), Network » 192.168.8.1
3¢ Favorites
B Desktop
2% Dropbox

2l Recent places
& OneDrive
1Ml This PC

?‘! Network

folder

—l_ | sdal

New

Specify Advanced Settings
. pecity g _

Opet
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7VPN

A virtual private network (VPN) securely extends a private network, across the Internet.
This router can perform as a PPTP Server or a PPTP/L2TP Client, allowing a remote,
out-of-network computer (ex: a workplace computer) access to a VPN (ex: a home
network).

Click the links below to be directed to their respective features:

PPTP Server

PPTP/L2TP Client

PPTP Server PPTP/L2TP Client

PPTP Server

When the router acts as a PPTP Server, it provides a secure connection between your
home network and an out-of-network computer.

Example

You have a FTP server (LAN IP: 192.168.8.154) in your home network. If you want to
access the FTP server from an out-of-network computer, please refer to the following

diagram:

FTP Server
LAN IP: 192.168.8.154

Public WAN IP: nternet Public WAN IP:
74.94.29.152 ﬁ 74.94.30.8
1 \ /

Secure Remote Access PPTP Server Enabled
Configuration
To set up a PPTP Server:

Log into the router’s User Interface and click VPN > PPTP Server.
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PPTP Server

PPTP Server . Q
Address Pool: | 10.0.0.100 ~10.0.0. 200 e

mPPE Encryption: i } e
MPPE Encryption Bits: © 40  ® 128 q

Status User name ( Password Action \

Add

@ Click on the PPTP Server button to enable the feature.

@ Type an IP range for PPTP clients, making sure it doesn’t overlap with the IP address of
the PPTP server.

© Enable MPPE Encryption and (depending on your needs) select 40 or 128 encryption
bits.

@ Create a User name and Password for your PPTP server, and click Add.

O Click Save.

To establish a VPN connection:

To access the PPTP server, you first need to establish a VPN connection on your
out-of-network computer.

Begin by verifying that the out-of-network computer is connected to the Internet.

@ Right-click on the following icon: (located at the bottom right of your computer’s

desktop).
Click Open Network and Sharing Center.
@ Click Set up a new connection or network > Connect to a workplace > Use my

Internet connection (VPN).
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Choose a connection option

Connect to the Internet
Set up a wireless, broadband, or dial-up connection to the Internet.

4 Set up a new network
<a@, Configure a new router or access point.

Connect to a workplace

Set up a dial-up or VPN connection to your workplace,|

/= Setup adial-up connection
Q Connect to the Internet using a dial-up connection.

How do you want to connect?

< Use my Internet connection (VPN)

o — @ B

< Dial directly
Connect directly to a phone number without going through the Internet.

(g

What is a3 VPN connection?

Connect using a virtual private network (VPN) connection through the Internet.

I

© Type the Public WAN IP of the PPTP server (ex: 183.37.211.8) in the Internet address

field, and click Next.




Specify Advanced Settings
. pecity g

Type the Internet address to connect to
Your network administrator can give you this address.
Internet address: [Example:Contoso.com or157.54.0.1 or 3ffe:1234:1111] }
|
Destination name: VPN Connection i
|
|
|
Use a smart card
@ Allow other people to use this connection
This option allows anyone with access to this computer to use this connection.
Don't connect now; just set it up so I can connect later |
|
| Net | [ Cancel |

@ Enter the User name and Password that was created for the PPTP server, click Create,

and then click Close.

Type your user name and password

User name: |

J

Password: !
Show characters 1
Remember this password |
|
Domain (optional): L
\
|

[ Create | [ Cancel |
= |
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Close

i

If you fail to establish a VPN connection, trying these steps:
@ Click on the following icon: (located at the bottom right of your computer’s

desktop), and then right-click VPN Connection.

= 1:10 AM
? W - (U] ' B~
Y e A® MR s

Currently connected to:

Network 34
" No Internet access

Dial-up and VPN

Broadband Connection

VPN Connection
Connect

Properties

Open Network and Sharing Center

@ Click Properties > Security, set the Type of VPN to Point to Point Tunneling
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Protocol (PPTP), set Data encryption to Optional encryption (connect even if no

encryption), and click OK.
=

GenetallOptlons S

Type of VPN:

ecurty | Networking | Sharing

| Poirt to Point Tunneling Protocol (PPTP) v

e
| e, ey

Data encryption:

[Q:tionaiencryplion(comedevminomaymion) v]

= ALthentication
() Use Extensible Authentication Protocol (EAP)

| Properties

@ Allow these protocols

[7] Unencrypted password (PAP)
Challenge Handshake Authentication Protocol (CHAP)
Microsoft CHAP Version 2 (MS-CHAP v2)

[] Automatically use my Windows logon name and
password (and domain, if any)

[ ok

J [ Cancel |

© Go back to the VPN Connection page, click Connect, re-enter the PPTP server’s User

name and Password in the pop-up window, and click Connect.

Currently connected to:

Network 34
No Internet access

Dial-up and VPN

Broadband Connection

VPN Connection

Connect

Properties

User name:

Open Network and Sharing Center

Password:

Domain:

[] Save this user name and password for the following users:

Me only

@ Anyone who uses this computer

[ Comnect | [ Cancel | [ Propeties | [

If the VPN Connection displays a Connected status, you have successfully accessed the
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PPTP server.

Currently connected to:

Unidentified network
" No Internet access

VPN Connection
" No network access

Dial-up and VPN PN

VPN Connection Connected ;g

Broadband Connection =P

Open Network and Sharing Center

To access the FTP server:

Launch a web browser, type the address of the FTP server (ex: ftp://192.168.0.154:21) in

the address bar, and press Enter on your keyboard.

) £ ftp://192168.0154:21
2\l €

File Edit View Favorites Tools Help

.7 Favorites ‘ 93 @] Suggested Sites v @] Web Slice Gallery v

You can now successfully access the FTP server.


ftp://192.168.0.154/
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| €| ftp://192.168.0.154/

File Edit View Favorites Tools Help

. Favorites i 9 | Suggested Sites v @] Web Slice Gallery v

| @ FTP root at 192.168.0.154 ]; G~ v (7 dw v Pagev Safetyv Tools~v @~

-

FTP root at 192.168.0.154

To view this FTP site in Windows Explorer. click Page. and then click Open FTP Site in Windows Explorer.

05/12/2015 10:27aM 15,082 2.png
05/12/2015 10:21aM 19,€39 3.png

PPTP/L2TP Client

When acting as a PPTP/L2TP client, this router helps you establish a secure connection
between connected devices and the PPTP/L2TP server provided by individual or Internet

Service Provider. All the devices connected to the router can then access the exclusive

-

PPTP/L2TP Client enabled

resources network via the PPTP/L2TP server.

Exclusive resources

, Internet
network

PPTP/L2TP Server

To set up a PPTP Client:

Log into the router’s User Interface, and click VPN > PPTP/L2TP Client.
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PPTP/L2TP Client

prTR/L2TP Client: [

Client Type: @ PPTP

mPPE Encryption: [

MPPE Encryption Bits: © 40 ® 128 }e

Server IP/Domain Name:

User name: a

Password:

Status: Disconnected

e

@ Click on the PPTP/L2TP Client button to enable the feature.
@ Select PPTP as the Client Type.

© Enable MPPE Encryption and (depending on your needs) select 40 or 128 encryption
bits.

@ Create a Server IP/Domain Name, User name and Password for your PPTP server.

O Click Connect.
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To set up a L2TP Client:

In the router’s User Interface, click VPN > PPTP/L2TP Client.

PPTP/L2TP Client X

PPTP/L2TP Client: [ c
Client Type: @ PPTP @ L2TP e

Server IP/Domain Name:

User name: e

Password:

Status: Disconnected

°

@ Click on the PPTP/L2TP Client button to enable the feature.
@ Select L2TP as the Client Type.

€ Create a Server IP/Domain Name, User name and Password for your L2TP server.

@ Click Connect.
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8 Advanced Settings

This section will explain more advanced features such as Parental Control, Bandwidth
Control, LED Control and more.

Click the links below to be directed to their respective features:

“ ‘?\' J \ ' (
Parental Control Bandwidth Control LED Control
Parental Control Bandwidth Control LED Control
N (omz > |
DDNS Port Forwarding DMZ Remote Management
DDNS Virtual Server DMZ Remote Management
Firewall Static Routing UPnP
Firewall Static Routing UPnP

Parental Control

Are your kids staying online too late at night or going on suspicious websites? Restrict

access to only the times/websites you approve with Parental Control.

To control access to the Internet:

Log into the router’s User Interface, and click Advanced Settings > Parental Control.

@ Select a device by clicking on its corresponding pencil icon (located to the right,

under the Action column).
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Parental Control

Device Name IP Address MAC Address Status

Jack’s Laptop 192.168.8.112 70:18:8b:2e:d2:85 !.

@ Click Edit to customize the device’s name for easy recognition.

Parental Control

Device Name: Jack's Laptop

Internet Allowed During: | 19 v 00 vi~| 21 v 00

Repeat. @ Every Day ) Specified Days
¥ Sun. v Mon. ¢ Tue.
4 Thur. ¢ Fri. v Sat.

Website Limit: .

Access Control: @ Blacklist  © White List
Forbidden Websites: | Please enter the key words of websites

Please enter the key words of the websites, and separate them with
"" Forexample: "eHow,google" means that only ehow and google
are forbidden.

Save Cancel
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© Once you’ve customized the device name to your liking, click Complete to save it.

Parental Control

Device Name: | Jack's Laptop| ] e
00 ~

Internet Allowed During: | 19 v 00 T 2% ¥

Repeat: @ Every Day () Specified Days
¥ Sun. ¥ Mon. ¢ Tue.

¥ Thur. v Fri. v Sat.

website Limit: [

Access Control: @ Blacklist  © White List
Forbidden Websites: | Please enter the key words of websiies

Please enter the key words of the websites, and separate them with
"". For example: "eHow,google" means that only ehow and google
are forbidden.

Save Cancel

O Set a desired timeframe when your child (or lazy roommate) is allowed access to the
Internet (ex: 07:00pm~10:00pm).

O Select Specified Days.
® Select which days you intend to apply the timeframe settings (ex: Mon. through Fri.).

@ Disable Website Limit (enabled by default) and click Save.
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Parental Control

Device Name: | Jack's Laptop

Internet Allowed During 19 v 00 v|~| 22 «~ 00 v e

Repeat: Every Day ® Specified Days e
() Sun. (¥} Mon. [ Tue. [« Wed.
@ Thur. @ Fri (&) Sat.

e Save Cancel

Website Limit:

® Click on the following icon: @ to activate your settings. The settings will only take

N
[ =}

effect when the following icon appears:

Parental Control

Device Name IP Address MAC Address Status Action
Jack's Laptop 192.168.8.112 70:18:8b:2e:d2:85 1. 4 @

Add

3

Parental Control X

Device Name IP Address MAC Address Status Action
Jack's Laptop 192.168.8.112 70:18:8b:2e:d2:85 1. Z ( <)

Add

Using keywords to forbid/permit access to specific websites

Block inappropriate/dangerous sites from your child, or only allow access to the sites you
approve.

@ Select Blacklist (forbid access to certain sites) or White List (permit access to certain
sites), depending on your preference.

@ Enter key words for sites you want to forbid/permit access to.

© Click Save.
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Parental Control

Device Name: Jack's Laptop

Internet Allowed During: | 19 v 00 x|=| 22% ¥

Repeat: O Every Day @ Specified Days
[ Sun. v Mon. @ Tue. « Wed

¢ Thur. [ Fri. [ Sat.

website Limit: [

Access Control: @ Blacklist ~ © White List e
Forbidden Websites: | twitter

Please enter the key words of the websites, and separate them with
"" For example: "eHow,google" means that only ehow and googie
are forbidden.

O e

® Click on the following icon: @ to activate your settings. The settings will only take

N
[ =}

effect when the following icon appears:

Parental Control

Device Name IP Address MAC Address Status Action
Jack's Laptop 192.168.8.112 70:18:8b:2e:d2:85 1. 4 @

Add

3

Parental Control X
Device Name IP Address MAC Address Status Action
Jack's Laptop 192.168.8.112 70:18:8b:2e:d2:85 1. Z ( A)
Add

To set up rules for an offline device

If the device you want to restrict isn’t connected to the router, you can still control it by
adding its MAC address.
Configuration

@ Click Add.
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Parental Control

Device Name IP Address MAC Address Status

Jack's Laptop 192.168.8.112 70:18:8b:2e:d2:85 1.

@ Specify a Device Name for the device (ex: Kid’s Smart Phone).

© Type the MAC address of the device.

O Set a desired timeframe when your child (or annoying in-law) is allowed access to the
Internet (ex: 07:00pm~10:00pm).

O Select Specified Days.

® Select which days you intend to apply the timeframe settings (ex: Mon. through Fri.).

Parental Control

Device Name: | Kid's Smart Phone e

MAC Address: | 14:35:88:AA'BB-CC Fe:XX:XX:XX:XX:XX
Internet Allowed During: | 19 v 00 v|~| 22 ~ 00 v e

Repeat: ©) Every Day @ Specified Days e
[CJ Sun. [« Mon. @ Tue. « We
¥ Thur. ¥ Fri. ] Sat.

website Limit: [

Access Control: @ Blacklist ae List

Forbidden Websites: [ facebook| 9
Please enter the KS¥™words of the websites, and separate them with

"" For example: "eHow,google" means that only ehow and google
are forbidden.

O ==

@ Select Blacklist (forbid access to certain sites) or White List (permit access to certain

sites), depending on your preference.

® Enter key words for sites you want to forbid/permit access to.
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© Click Save.

@ Click on the following icon: @ to activate your settings. The settings will only take

o

effect when the following icon appears: W

Parental Control X
Device Name IP Address MAC Address Status Action
Jack's Laptop 192.168.8.112 70:18:8b:2e:d2:85 1. 4 @
Kid's Smart Phone - 14:35:8b:aa:bb:cc 4 {3 ﬁ
Add

4

Parental Control

Device Name IP Address MAC Address

Jack's Laptop 192.168.8.112 70:18:8b:2e:d2:85

Kid's Smart Phone 14:35:8b:aa:bb:cc

Bandwidth Control

Bandwidth Control improves network performance by specifying download/upload speed
for connected devices. The example below should help you configure Bandwidth Control
based on your own network demands.

Example

Several devices share the internet service in your home. You want to stream a movie but
there are too many devices using the internet and your movie does not play smoothly. In

this example your streaming device needs more bandwidth.
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In this case, you can choose to configure a download bandwidth rule in Bandwidth
Control to allocate sufficient bandwidth for your streaming device. Upload bandwidth rule

is not always used unless you have to upload lots of files and videos.

Configuration
Log in to the Router's User Interface, and click Advanced Settings > Bandwidth

Control.
@ Select a download speed for your streaming device.

® Click Save.
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Bandwidth Control X

Bandwidth Control: |

Device Name Device Info Current Speed Upload Limit Download Limit Status  Action
= Unlimited = ~ Unlimited =+ Add
Jacks Lo 70:18:8b:2e:d2:85 1 0.00Mbps pm—— re—— ‘ -‘ ,
e 192.168.8.112 1 0.00Mbps s ~oired S J
Unlimited
1Mbps
2Mbps
4Mbps

Manual

LED Control

LED Control allows you to turn ON/OFF LED indicators for power saving, or if they are

creating light pollution in a dark room when the Router is powered on.

LED Control

LED Control: @ LEDON  © LED OFF > LED Schedule

» LED ON: All LED indicators will work normally.

» LED OFF: All LED indicators will be off.

» LED Schedule: All LED indicators will be off during the time you specify.
To specify the settings of LED Control:

Log in to the Router’s User Interface, and click Advanced Settings > LED Control.
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LED Control

LED Control: © LED ON ) LED OFF ® LED Schedule

Turnoff LED during: | 00 v: 00 v~ 07 v: 00 ~

@ Check an option according to your needs.

® Click Save.
DDNS

DDNS (Dynamic Domain Name Server) allows a dynamic public IP address of one service
to be associated with a static host name, so that anyone anywhere on the Internet can visit
the host and share the service. This is used because your ISP provided Public IP Address
can change at any time. After DDNS is enabled, you can use URL “hostname.no-ip.com”

or “hostname.dyn.com” to access the host.

Your WAN IP (public IP) may change so DDNS can help you use a static hostname to

maintain the connection.

Follow steps below to apply for the domain name Medialink.no-ip.com, username
Medialink and password 12345678.

Configuration

Log in to the Router’s User Interface, and click Advanced Settings > DDNS.



= Specify Advanced Settings

oons: [l 0
Service Provider: no-ip.com v | Register e

User name

Password: e

Domain Name:

Disconnected

@ Click DDNS button to enable the feature.

Connection Status:

@ Select a service provider, no-ip.com here.

© Type the username, password and domain name in the corresponding boxes:

Medialink, 12345678 and Medialink.no-ip.com.
O Click Save.

Verification

[
—

Internet .
IP: 192.168.8.1

/TN
aé 51
sy

~_

01

Public WAN IP:
74.94.29.152

IP:192.168.8.102
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After the configuration above, your friend can access your ftp server via

ftp://Medialink.no-ip.com instead of ftp://74.94.29.152 to download a large file.

C [ fitp://Medialink.no-ip.com

Port Forwarding

Port Forwarding helps you to direct network traffic from the Internet to a specific port or a

specific range of ports to a device or number of devices on your local network. If you have
a server in your home network, you can allow certain types of incoming traffic to reach the
server. For example, you might want to make a local web server, or FTP server visible and

available to the Internet.

Example

You have a FTP server (IP:192.168.8.150) in your home network. When you’re at the office,

you want to visit the resources on the FTP server.

Home

Internet

N\
.==‘
Public WAN IP:
‘\‘ ')’ 72.94?29.1 52

~_

F-TP Server: '
192.168.8.150

-

Compan;}

Configuration

Log in to the Router’s User Interface, and click Advanced Settings > Virtual Server.



ftp://74.94.29.152/
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Port Forwarding

Internal IP Internal Port External Port Protocol Action

192A168ﬂ’5c 21 - 21 -1 21 TCP v Add

@ Type the IP address of the computer that established the FTP server (192.168.8.150)
here.

@ Select the FTP server default port (21), the extranet port will be auto-filled. If you select
Manual, you need to enter the extranet port manually, too.

© Select a protocol. If you don’t know which protocol the server use, you can select

TCP/UDP.

O Click Add.

O Click Save.

Verification

When you’re at the office, you can use your computer to access the FTP server by
entering “ftp://74.94.29.152” in a browser.

X

ftp://74.94.29.152

You can use the public WAN IP address to access the FTP server remotely, but most
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people don’t know what their IP addresses are or if this number changes since the public
WAN IP of the Router is usually dynamic. To solve this problem, you can use the DDNS

feature.

DMZ

The DMZ host allows a particular interface or computer to have direct access from a
specific service via the Router without any firewall or network address translator (NAT) to
mask the true identity of the interface or computer. These specific services refer to an
HTTP server or FTP server. This can be helpful for VolP or gaming devices. Your Router

contains its DMZ settings shown as the screenshot below.

DMZ: [ |

DMZ Host IP: 192.168.8. | 100

Example
You want to set your game console as the DMZ host to avoid NAT issues.
Configuration

Login to the Router’s User Interface, click Advanced Settings > DMZ, to configure
detailed settings.
@ Click DMZ button to enable the feature.

@ DMZ Host IP: Enter the IP address of your game console (for example: 192.168.8.100
here.) in the DMZ Host IP field.

© Click Save to activate your settings.

IANote

Once enabled, the DMZ host loses protection from the firewall and becomes vulnerable to

Internet attacks. If you do not need to use DMZ host, disable it as soon as possible.
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Remote Management

This section can help you to manage your Router remotely.
Example

You want to manage your home network when you are at the office. Assume that the WAN
IP address of your company’s network is “74.94.29.152”, and it is a public IP address
(Only when the IP is a public IP, can this Router can be managed remotely). And your
Router at home is working properly, the WAN IP is “74.94.30.8”, and it’s a public IP

address as well.
Now configure the Router to provide remote web management.

Configuration

Log in to the Router’s User Interface, and click Advanced Settings > Remote

Management.

Remote Management

Remote Management:{fJjj c
Remote IP Address:; 74.94.9.152 e

Port: 8080

@ Click Remote Management button to enable the feature.
@ Type the remote IP Address in the box: 74.94.29.152 here.
If you don’t know the WAN IP of your company’s network, you can type 0.0.0.0 here.

© Specify a port, the default is 8080.

O Click Save.

Verification

When you’re at the office, you can use your computer to access your Router’s User
Interface by entering “http.:// 74.94.30.8:8080” in a browser.
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New Tab

Remote Web Management + DDNS

However, in the example above, the WAN [P of the Router in your home may not always
be static. You can give the WAN IP a static host name via DDNS to maintain the
connection between your Router and the computer in your company. Go to “DDNS” for

details to configure a username, password, and domain name.

Assume you signed up an account MedialinkO1.dyn.com from dyn.com, the username is
MedialinkO1, and the password is 1234567890.

After you bind a static hostname to the WAN IP, when you’re at the office, you can also

access the Router’s User Interface by entering “htip://Medialink01.dyn.com:8080” in a

browser of your computer at the office.

New Tab

C [ htip://medialink01.dyn.com:3080

Firewall

The Firewall feature helps you to secure your network. Don’t change the default settings

unless Medialink customer support suggests todo so, or you are guided by some

professional person.

Firewall

ICMP Flood Attack Defense:
TCP Flood Attack Defense:
UDP Flood Attack Defense:

Ignore PING from WAN port:



http://medialink01.dyn.com:8080/

Static Routing
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Static routing feature provides more routing information to your router. A static route is a

pre-determined path that network information must travel to reach a specific host or

network. Typically, you do not need to add static routes. You have to configure static

routes only for unusual cases such as multiple routers or multiple IP subnets on your

network. There are several default routes in the list which cannot be deleted or edited.

Static Routing

Target Network

0.0.0.0
10.1.10.0
192.168.8.0

224000

Subnet Mask

0.0.0.0

255.255.255.0

255.255.255.0

240.0.0.0

Gateway

10.1.10.1
0.0.0.0
0.0.0.0

0.0.0.0

Interface

Action

System
System
System

System

192.168.100.0

255.255.255.0

192.168.8.1

To set up a static route:

@ Log in to the Router’s User Interface, and click Advanced Settings > Static Routing.

@ Type the IP address of the target network.

© Type the subnet mask for this target network.

O Type the gateway IP address, which has to be the same LAN segment as the router.

O Click Add.

® Click Save.

The parameters in the screenshot below are for examples.
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Static Routing

Target Network Subnet Mask Gateway Interface Action

0.0.0.0 0.0.0.0 10.1.10.1

10.1.10.0 255.255.255.0 0.0.0.0

192.168.8.0 255.255.255.0 0.0.0.0

224.0.0.0 240.0.0.0 0.0.0.0

192.168.100.0 255.255.255.0 192.168.8.1

If you don’t want to use the static route you set up before any more, just click Delete

button, and click Save to delete it.

UPnP

When UPNP is enabled on your Router, a network device with a specific purpose, such as
a printer, can be identified and used automatically by another computer or device in your
network.

Log in to the Router’s User Interface, and click Advanced Settings > UPnP.

It is advisable to keep the default settings.

uene: [l

Remote Host  External Port  Internal Host  Intenal Port  Protocol

9 System Settings

This section describes how to administer and maintain your Router and home network.

Click the following icons to go to the corresponding features.
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i &’ & ©

LAN IP Settings DHCP Reservation WAN Settings Time Settings
LAN IP Settings DHCP Reservation WAN Settings Time Settings
@
E] R + o
Login Password Reboot Firmware Upgrade Backup/Restore
Login Password Reboot Firmware Upgrade Backup/Restore
- &K
S
System Status System Log Auto Maintenance
System Status System Log Auto Maintenance Reset

LAN IP Settings

Here you can change the LAN IP address, enable/disable DHCP server, or specify the LAN
IP address pool and the lease time.

Log in to the Router’s User Interface, and click System Settings > LAN IP Settings.
LAN IP Setting

LAN IP Address: = 192.168.8.1
oHcp server: [

IP Address Range: 192.168.8. 100 ~ 200

Lease Time: 1 day

DNS Settings:

LAN IP Address

Here you can customize a LAN IP for your local area network.
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DHCP Server

DHCP server can automatically assign the broadband service information (IP Address,
Subnet Mask, Gateway and DNS Server Address) to the computer or smartphone, or other
devices in your network wirelessly or via Ethernet cables. Do not disable this function
unless you want to configure the IP address manually for each device in your network by

yourself.

- Tips
The DHCP Server option will be disabled automatically when you use the Universal

Repeater (Client + AP) feature.

IP Address Range

When the DHCP server is enabled, the Router will assign IP addresses to the attached

devices. IP address range is the range of their IP addresses.

Lease Time

Select the lease time of the IP assigned automatically (ex: 1 Day). When the lease time is

used up, the IP will renew automatically. So you don’t need to reset it manually.

DNS Settings

Here you can set up preferred DNS server and alternate DNS Server for the router’s clients’
device. Typically, if you don’t enable DNS Settings, the DHCP Server of the router will
assign the default preferred DNS server (the LAN IP of the router) to the router’s clients’
device. The feature is disabled by default. You can also specify a preferred DNS server

and an alternate DNS Server manually if you like.
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LAN IP Setting

LAN IP Address: = 192.168.8.1
pHee server: [
IP Address Range: 192.168.8. 100 ~|200
Lease Time: | 1 day

DN Settings: [

Preferred DNS Server: [ |

Alternate DNS Server:

DHCP Reservation

When you specify a reserved IP address for a computer on the LAN, that computer always
receives the same IP address each time it accesses the router's DHCP server. Assign
reserved IP addresses to computers or servers that require permanent IP settings. For
example, when you use DMZ or Virtual Server feature, you must specify a reserved IP
address for your computer.

To reserve an IP address:

@ Log in to the Router’s User Interface, and click System Settings > DHCP
Reservation.

@ Customize a device name, like computer here.

© Type the MAC address of the computer, like 74:35:8b:40:26:83 here.

(4] Specify a reserved IP address for the computer, like 792.768.8.750 here.
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DHCP Reservation

Device Name MAC Address IP Address Status Action

computer 14:35:8b:40:26:8: 192.168.8.150 = Add

Mom's iPad ([ d4:74:67:c4:78:63 192.168.8.171 e O

Jack's Laptop [3 70:18:8b:2e:d2:85 192.168.8.112 ,. @

© Click Add.
DHCP Reservation X
Device Name MAC Address IP Address Status Action
= Add
Mom's iPad [ d4:f4:6:c4:78:53 192.168.8.171 | ~ e 0
Jack's Laptop ([ 70:18:8b:2e:d2:85 192.168.8.112 = ,. (9)
computer 14:35:8b:40:26:83 192.168.8.150 X W

After the configuration saved, it will take effect as soon as the computer connects to the

router next time.

WAN Settings

Log in to the Router’s User Interface, and click System Settings > WAN Settings.

WAN Settings

MTU: | 1500

WAN Speed:  1000M auto-negotiation

MAC Address: Default

Default MAC Address:C8:3A:35:30:51:E9

MTU

Do not change the default value unless necessary. If you are unable to open some website,
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to receive or send emails, etc., try to minimize the MTU value until your network returns to

normal.

1500 Typical for connections that do not use PPPoE or VPN

1492 Used in PPPoE environments.

1472 Maximum size to use for pinging. (Larger packets are fragmented.)
1468 Used in some DHCP environments.

1436 Used in PPTP environments or with VPN.

- Tips

An incorrect MTU setting can cause Internet communication problems. You might not be

able to access certain websites, secure login pages, or FTP or POP servers.

WAN Speed

By default, the WAN rate is 1000M auto-negotiation. Generally, it is not advisable to

change the default value. When the cable length between your Router and the remote

device (modem, Router, etc.) is relatively long, you can set WAN rate to 10M FDX or 10M

HDX to enhance transmission rate.

WAN Settings b4

MTU: | 1500

WAN Speed:| 1000M auto-negotiation Y

1000M auto-negotiation

10M FDX

10M HDX

100M FDX

100M HDX 51-E9

MAC Address:




MAC Address
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Some ISPs will bind your account info and a specified MAC address of your computer

together. If you can only access the Internet with a specified computer without a Router,

you can try cloning MAC address for normal Internet access. By default, it clones the local

host’s MAC address.

WAN Settings

MTU: | 1500
WAN Speed:  1000M auto-negotiation v
MAC Address:| Default ¥

Default

Clone MAC Address
Manual

If you want to clone other MAC address, or change the Router’'s MAC address, select

Manual and type the Mac address in

WAN Settings

MTU:
WAN Speed:

MAC Address:

the following box.

1500
1000M auto-negotiation v

Manual Y
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Time Settings

Log into the router’s User Interface and click System Settings > Time & Date.
This section is used to set the router’s system time. Select your time zone, and you will get
the GMT time from the Internet and the system will automatically connect to NTP server to

synchronize the time.

Time Settings

Select Time Zone: | (GMT-05:00) Eastern Standard, Centra v

- Tips
To ensure time-based features (ex: WiFi Schedule, Parental Control, LED Control) are

effective, the time should be set correctly.

Login Password

To secure your network, it’s recommended to change your login password regularly.
Login Password
Old Password:

New Password:

Confirm Password:

To change the login password:

@ Enter your old login password.

@ Create a new login password.
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© Re-enter the new login password to confirm it, and click Save.

- Tips
1. There is no default login password. The old login password is the same as the

password you created in Quick Setup Wizard.

MEDIALINIKKC

Wireless Settings
albs Transmit Power: High

= Medialink_3051E0Q
........... [JJNo Password

() Set up the login password to the same as the WiFi password

Login password(5~32 characters [DJNo Password

2. After a successful configuration, make sure you log back into the User Interface with

your new login password.

Reboot

Rebooting the router will activate any settings that were updated/modified on the router.
Rebooting the router typically resolves functionality hiccups in your User Interface. During
a reboot, do not power off the router or any relevant devices (computer, etc.).

To reboot the router, log into the router’s User Interface, and click System Settings >

Reboot.

Reboot the Router

The Router will disconnect from the Internet for
about 45 seconds during reboot.
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Firmware Upgrade

Our website (http://mediabridgeproducts.com) offers the latest software version for your

router. Follow the steps below to upgrade the device (if necessary).

Upgrade

Log into the router’s User Interface, and click System Settings > Firmware Upgrade.

Firmware Upgrade

Current Version: V15.03.2.13_en

Select a Upgrade File: [;C_fhoose File | No file chosen

Update Now

Configuration

@ Download the firmware file from our website: http://www.mediabridgeproducts.com,

save it to your local computer and unzip it.
@ Click Choose file to locate and select the upgrade file (.bin file) that you saved.

© Click Update Now to start the upgrade process.

A Note

While upgrading, verify that your computer is connected to the router with an Ethernet
cable, and that the router and your computer are kept with power supply. If not, the router

may be damaged in the process.

Backup/Restore
If you find that your router’s current settings maintain a good performance, you can back

up the configurations just in case.
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Backup/Restore

Backup a File: Backup

Select a Configuration File] Choose File | No file chosen

Restore

To backup a file:

Login to the router’s User Interface, and click System Settings > Back/Restore.
Click Backup, and locate the file (with suffix .cfg) to your host after finishing configuration

of the router.

To restore configuration of the router:

If you accidentally reset the router and don’t want to reconfigure it, you can restore it using
the configuration file you saved before.
@ Click Choose file, and select the file you saved.

@ Click Restore.
System Status

This part allows you to view this router’s current network status: basic info, WAN status,

LAN Status and WiFi Status.
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System Status

Basic Info

System Time: 2017-01-19 15:10:15
Running Time: 11h 37min 24s
Firmware Version: V15.03.2.13_en

Hardware Version: V1.0

WAN Status

Connection Type: DHCP
Connection Status: Connected
Connected Time: 11h 37min 4s
IP Address: 10.1.10.13
Subnet Mask: 255.255.255.0
Gateway: 10.1.10.1
Preferred DNS Server: 10.1.101

Alternate DNS Server:

System Log

If you’re having issues browsing the web or simply want to get a grasp of system
operations, it’s recommended to check your router’s System Log.

Log into the router’s User Interface, and click System Settings > System Log.

Auto Maintenance

Log into the router’s User Interface, and click System Settings > Auto Maintenance.

Auto Maintenance

Auto Reboot: .

When this feature is enabled, the router will automatically reboot and
maintain itself during 03:00~05:00 each day, once traffic drops below

3 KB/s.
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Auto Maintenance helps you improve the performance of your router and extend its
lifespan.
Reset

This restores the router to its default factory settings. 2 methods are available here.
Method 1: Log into the router’s User Interface, click System Settings > Reset, and click

Reset.

Reset to Factory Default

Resetting to factory default will clear all settings
of the router

Method 2: Press and hold the Reset button on the back panel of the router for about 8

seconds, then release it to reset the router to its default factory settings.

Power DC-IN WPS WiFi Reset Internet

A Note

1. During a reset, do not power off the router or any relevant devices (computer, etc.).

2. It’'s recommended that you do not restore the Router, unless the following occurs:

* You can’t remember the router’s login name or password.

* Your router is performing inadequately, and you want to reconfigure it using the Quick
Setup Wizard.

* You cannot access the Internet, and Medialink technical support recommends that you

restore the router.
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IV Appendix

This chapter provides you with more information about how to configure your computer,
frequently asked questions and more.

This section contains the following items:

< Configure Your Computer

< FAQs

< Technical Support

< Safety and Emission Statement

1 Configure Your Computer

Windows 8

@ Right-click on the following icon: (located at the bottom right of your computer’s
desktop). Click Open Network and Sharing Center.

Troubleshoot problems

291 PM - Open Metwork and Sharing Center

Sl 0 L DIy

- Tips
If you cannot find the following icon: , please move your cursor to the top right corner
of your desktop, select Settings > Control Panel > Network and Internet > Network

and Sharing.

© Click Ethernet > Properties.
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Y Network and Sharing Center - O
1 “.L= <« Network and Internet » Metwork and Sharing Center v Search Control Panel el

nnections
Centrol Panel Home

Change adapter settings General

Change advanced sharing = Mo Internet access
settings Connection ns:| 0 Ethemet
IPv4 Connectivity: Mo Internet access

IPvi Connectivity: Mo Internet access
Media State: Enabled
Duration: 00:14:16
Speed: 1.0 Gbps Up @ router or access point.

ooting information.

Activity
——
sent — *g_‘ ——  Received
-4
Bytes: 2,404 | 18,772
|®Pmperﬁes |I| @Disable H Diagnose |
See also
HomeGroup oz
Internet Options

Windows Firewall

©® Double-click on Internet Protocol Version 4 (TCP/IPv4). Select Obtain an IP

address automatically and Obtain DNS server address automatically. Then, click OK.

] x
Metworking
Connect using: General | Alternate Configuration |
@ Intel{R) 82574L Gigabit Network Connection You can get IP settings assigned automatically if your network supports

this capability. Otherwise, you need to ask your network administrator

for the appropriate IP settings.

(®) Obtain an IP address automatically
E,I File: and Printer Sharing for Microsoft Networks ~ (") Use the following IP address:

[] & Microsoft Network Adapter Multiplexor Protocol
& Microsoft LLDFP Protocol Driver

<& Link-Layer Topology Discovery Mapper /0 Driver Subnet mask: |
& Link-Layer Topology Discovery Responder
£

This connection uses the following items:

IP address: |

Defaulk gatevsay: |

i Imtemet Protocol Version & (TCP/1PwE)
Imtemet Protocol Version 4 (TCP/IPv4) W
>

(@) Obtain DNS server address automatically

(") Use the following DNS server addresses:
install Uninstal
Description

Transmission Cortrol Protocol/Intemet Protocol. The defautt Alisrnate DS server |
wide area network protocol that provides communication
across diverse interconnected networks.

Preferred DS server: |

Validate settings upon exit

| 0K || Cancel |

O Click OK on the Ethernet Properties window (see €) for the screenshot).

Windows 7

@ Right-click on the following icon: (located at the bottom right of your computer’s
desktop). Click Open Network and Sharing Center.
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- Tips
If you cannot find the following icon: on the bottom right of your desktop, follow

these steps: Click Start > Control Panel > Network and Internet > Network and

Sharing Center.

@© Click Local Area Connection > Properties.

Control Panel Hom%

[l Local Area Connection Status

e 2|

Change adapter sett

Change advanced shi
settings

See also

HomeGroup

General

Connection
IPw4 Connectivity: Mo Internet access
IPvi Connectivity: Mo Internet access
Media State: Enabled
Duration: 03:40:31
Speed: 1.0 Gbps
Activity
Sent — ! ——  Received
&
Bytes: 758,618 | 8,236,630
@Pmperh’es ” '@'Disable ] ’ Diagnose ]

Internet Options

= | O x

‘(’ | 5= << Metwork and Internet » Network and Sharing Center - Search Control Panel pel

® -
et up connections
@

Internet

See full map

Connect or disconnect

Mo Internet access

s type:

ections: [ fLocal Area Connection

m

or VPN connection; or set up a

up, or VPN network connection.

ork computers, or change sharing

ol

1

@ Double-click on Internet Protocol Version 4 (TCP/IPv4). Select Obtain an IP

address automatically and Obtain DNS server address automatically. Then, click OK.
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0 Local Area Connection Properties - M

Y

Metwaorling

Connect using:
LF Intel(R) PRO/1000 MT Network Connection

This connection uses the following items:

9% Cliert for Microsoft Networks

4Bl 305 Packet Scheduler

g File and Printer Sharing for Microsoft Networks

i |mtemet Protocol Version & (TCP/IPvE)

g "tmet Protocol Version 4 (TCP/IPv4) |

i Link-Layer Topology Discovery Mapper /0 Driver
4. Link-Layer Topology Discovery Responder

Description

Transmission Control Protocol/Intemet Protocol. The defautt
wide area network protocol that provides communication
across diverse interconnected networls.

Uninstall

[ ok |[ cance |

- —

>

Internet Protocol Version 4 (TCP/1IPvd) Properties

(9 jomiom)

General | Alternate Configuration |

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

i@ Obtain an IP address automatically
() Use the following IP address:

(@) Obtain DNS server address automatically
{7) Use the following DNS server addresses:

Validate settings upon exit

o< J[ conce

l

@ Click OK on the Local Area Connection Properties window (see € for the

screenshot).

Windows XP

@ Right click My Network Places on your desktop and select Properties. Right click

Local Area Connection and select Properties.

Open
Explore
Search for Computers..,

Map Nebwork Drive...
Disconnect Netwaork Drive, ..

Create Shortcut
Dekete
Rename

Properties

@ Scroll down and double-click on Internet Protocol (TCP/IP)

et
Disable
Status
Repair

Bridge Connections

Create Shortcut
Delete
Rename

 Properties

>

. Select Obtain an IP

address automatically and Obtain DNS server address automatically. Then, click OK.
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By
-4 Local Area Connection Properties —_ Internet Protocol (1CP/IP) Properties
General | Advanced| Generad | Alternate Corfiguration
Cornec! using: You can get P sellings assigned automatically if pour netwoek supports
this capabdity. Othervise, you need to ask your network admistrator for

[ B9 Marvell Yukon S8ES057 POIE Gigabi ‘ the zppropriate P settings,

This connection usss the folowing kems: ) Ottan &n P addiess sutomatically

¥ 8 Client for Microsoft Networks O Use the folowing P addiess:

2 File and Prirter Shaiing for Miciosolt Networks ek l l
¥ B 00S Packet Scheduler - -
ubret - |

nternet Protacol [TCPAP)
Description (#) Obtan DNS server addiess sutomalicaly
Tranzmuzzion Cortrol Protocol/intemet Protecol The defauk () Use the folowing DNS server addresses

wide aea network protocol that provides communication
across diverss ntercornected networks. e eired DN 0 [ |

[¥] Show icon in notification area when connected il l I

Notify me when this connection has imited o no connectivity

[ o ][Camel]> [ ok ][ canca |

@® Click OK on the Local Area Connection Properties window (see @ for the

screenshot).
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2 FAQs

Read the following Frequently Asked Questions if you are running into problems.

Q1: Where should | place my wireless router for optimum performance?

A1: To achieve optimum performance, please pay attention to the following key points:

* Place it around the central area which your laptops, smartphones and other devices
usually surround, and preferably within line of sight to your wireless devices.

* Put it on an elevated spot such as a high shelf, keeping the number of walls and ceilings
to a minimum between the router and other devices, such as computers and
smartphones.

* Keep it away from electrical devices that are potential sources of interference, such as
ceiling fans, home security systems, or microwaves.

* Keep it away from any large metal surfaces, such as solid metal doors or aluminum

studs.

» Keep it away from other materials that may also affect your wireless signal, such as glass,

insulated walls, fish tanks, mirrors, brick, and concrete.

Q2: | can’t log into the router’s User Interface. What should | do?

A2: a. Verify that your computer is connected to one of the router’s LAN ports (1/2/3/4); or
that your wireless device is connected to the router’s WiFi.

b. Verify that “Medialinksettings.com” or “192.168.8.1” is correctly entered in the address
bar of a web browser.

c. If your computer is set to a static IP address, change the settings to obtain an IP
address automatically.

d. Clear your web browser’s cache, or open another web browser.

e. Press and hold the Reset button for about 8 seconds, and then release it to restore the

router to its default factory settings. Then, try to log in again.

Q3: | forget my WiFi password, what should | do?

A3:

a. Log into the router’s User Interface, and check for it in Wireless Settings > WiFi Name
& Password.

b. Restore the router to its default factory settings, and reset the WiFi password. You can

do this by pressing and holding the Reset button for about 8 seconds and then releasing it.

98
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The default WiFi password is on the router’s label which can be found on its front or back

panel.

Q4: | can’t access the Internet after completing the following the configuration
instructions. What should | do?

A4:

a. Please check the router is well-connected.

b. Verify that you have selected the correct connection type, and that the parameters you
type for Internet access are right.

c. Check if you can access the Internet by connecting to the modem directly (without the

router). If not, please double-check the configuration of your modem or consult your ISP.
3 Technical Support

Mediabridge Customer Support can be reached via email or phone.

Email: support@mediabridgeproducts.com
Phone: (856) 216-8222

B
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4 Safety and Emission Statement

CE Mark Warning

C€O

Hereby, Mediabridge Products, LLC. declares that AC1200 Smart Dual-Band Gigabit WiFi Router
is in compliance with the essential requirements and other relevant provisions of Directive
1995/5/EC. This equipment may be operated in: AT, BE, BG, CY, CZ, DK, EE, Fl, FR, DE, GR,
HU, IS, IE, IT, LV,LI, LT, LU, MT, NL, NO, PL, PT, RO, SK, S|, ES, SE, CH, TR, GB.

Operations in the 5.15-5.25GHz band are restricted to indoor usage only.

This is a Class B product. In a domestic environment, this product may cause radio interference, in
which case the user may be required to take adequate measures.

NOTE: (1) The manufacturer is not responsible for any radio or TV interference caused by
unauthorized modifications to this equipment. (2) To avoid unnecessary radiation interference, it is

recommended to use a shielded RJ45 cable

FCC Statement

FC

This device is restricted to be used in the indoor.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two
conditions: (1) This device may not cause harmful interference, and (2) this device must accept any
interference received, including interference that may cause undesired operation.

This equipment has been tested and found to comply with the limits for a Class B digital device,
pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable protection
against harmful interference in a residential installation. This equipment generates, uses and can
radiate radio frequency energy and, if not installed and used in accordance with the instructions, may
cause harmful interference to radio communications. However, there is no guarantee that interference
will not occur in a particular installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off and on, the user is
encouraged to try to correct the interference by one of the following measures:

— Reorient or relocate the receiving antenna.

— Increase the separation between the equipment and receiver.

— Connect the equipment into an outlet on a circuit different from that to which the receiver is

100



Appendix

connected.

— Consult the dealer or an experienced radio/TV technician for help.

FCC Caution: Any changes or modifications not expressly approved by the party responsible for
compliance could void the user's authority to operate this equipment.

This transmitter must not be co-located or operating in conjunction with any other antenna or
transmitter.

Radiation Exposure Statement

This device complies with FCC radiation exposure limits set forth for an uncontrolled environment
and it also complies with Part 15 of the FCC RF Rules.

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled
environment. This equipment should be installed and operated with minimum distance 20cm between
the radiator & your body.

NOTE: (1) The manufacturer is not responsible for any radio or TV interference caused by
unauthorized modifications to this equipment. (2) To avoid unnecessary radiation interference, it is
recommended to use a shielded RJ45 cable.

il



